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1. Introduction 

The issue of Insider Trading (IT) is inherently complex because of the lack of information available on the realities thereof, apart from anecdotal evidence
. This essay will attempt to briefly outline some arguments for and against IT regulation and apply them in relation to Australian markets and the current regulatory regime. The point I want to argue is that there are two major issues involved in the area of insider trading (IT) legislation. One is in regards to the “information efficiency” of the market and the other is in relation to the confidence of investors in the markets, which is related to the idea of “fairness”. The problem with some of the arguments against IT legislation is that they rely almost entirely on the efficiency of the market effect at a point in time
, without recognising the impact that IT will have in subsequent periods, if allowed to take place. The need for IT laws and their enforcement becomes much clearer when a broader view of the consequences of IT is adopted. Ultimately, the importance of IT laws depends on the significance of such laws to real economic outcomes. Thus, this aspect will also be discussed.

2. Arguments against stringent IT laws

There are a number of arguments made by academics and researchers
, for example Semaan, Freeman and Adams (1999), that IT has significant positive effects, which are being diminished by stringent laws
. One of the reasons given is that IT provides extra rewards for insiders akin to a “bonus” and encourages entrepreneur spirit among market participants, whereby they would actively seek any available information to profit from.

In my opinion, this reason cannot be supported in its entirety. The argument is based on a hypothetical situation of an officer of the company, who becomes aware of some information regarding his company and trades based on this information. This type of behaviour should not be encouraged or allowed. The officer is employed by the company to perform work for the company and is paid accordingly. As terms of the contract of employment cover remuneration, to the extent that the officer is attempting to extract further payments for the same work performed, he is “defrauding” the company with his lack of bona fide intentions when entering into the contract. If the officer is not happy with the remuneration offered, then he should find alternative employment
.

The strongest argument in favour of IT, however, relates to market efficiency benefits. In financial literature market efficiency refers to whether market prices reflect available information. In its strong form, an efficient market is one, which reflects all private, as well as public information. 

If market participants are only allowed to trade based on publicly available information, then it is correct to conclude that markets will lose some information efficiency in the process. Traders would have to wait for the information to become available and only then would market prices adjust to reflect this information. Thus, during the period between the initial production of information and its public release market participants will trade at the “wrong” price.

What is important is whether this will have any significant economic effect on the market, because the market efficiency is not an aim in itself. Current research indicates a positive relationship between levels of financial intermediation and economic growth (Levine 1997, Rajan and Zingales 1998), where financial development is measured by breadth and depth of the market
.

Participants could accept trading at the wrong price as part of the risk, inherent in dealing with securities, provided that all the participants are subject to the same risk exposure, that is there is a level playing field. I would like to illustrate this with the following analogy. Assume an investor (I1) agrees to buy shares in a company, whose main asset is a mine in Zimbabwe, from another investor (I2). Also assume that before the contract is signed the mine is expropriated. In my opinion I1 would be indifferent between a situation where this information is not known at all and where it is known to an unrelated investor (I3). However I1 would be very upset if I2 was in possession of inside information, which revealed the true situation. 

The efficiency argument in favour of the liberal approach to IT is valid in that information efficiency will be promoted, but the argument only works in very limited circumstances. In particular, if we start with a market without IT, and then assume inside information arises and insiders take advantage of it, then market prices will reach their “true” value more quickly and efficiency will be improved. However attempts to extent the argument indefinitely run into a fallacy of composition for two reasons. Firstly, if investors are unaware of the presence of insiders, then upon the release of information they may assume the information has not being incorporated into prices and thus trade accordingly
. This may result in a “wrong” price prevailing after the release of the inside information. Secondly, if investors are aware of the possibility of IT, then they will not trade as much, especially prior to the release of important information (profit forecasts, annual reports etc)
. This will reduce the depth of the market and the ability of the market to incorporate information into prices will be reduced. Consequently, the efficiency of the market will in fact be diminished in the presence of IT either through the mistaken reaction to new information or through investor caution. In any case, the lack of efficiency, without more is unlikely to become an impediment to economic development because efficiency is a by-product of financial development, not a determining factor thereof.

3. Arguments in favour of stringent IT laws
IT laws are primarily justified based on the investor confidence and fiduciary duty arguments. Under the fiduciary duty approach the view is taken that inside information belongs to the company in question and that those, who have a special relationship with the company, such as directors or managers, breach their duties by utilising this information for their own benefit and not for the benefit of the company. The market confidence argument is broader. It states that IT hurts the entire market because uninformed investors are unwilling to participate due to information asymmetry. 

Trading in the market with IT present has been linked to playing cards with a marked deck
. The population of traders is divided into informed and uninformed. The informed know the inside information and take an advantage of it in trading with the uninformed. This situation has grave consequences for investor confidence. Faced with a situation similar to a casino bet, but without the entertainment value, some investors will abandon the market altogether, and the rest will drastically scale back trading activity by adjusting the bid-ask spread. This will make a number of small transactions unprofitable and therefore reduce liquidity of the market and consequently increase transaction costs.

This will have significant negative impact on the economy. As investors switch from securities to other forms of investment the decrease in demand for shares leads to a general decrease in their prices, making capital more expensive for firms to raise. Consequently, less real investment and production takes place, which decreases economic growth.

It is also worth noting that stringent IT laws does not equate to the inability of company insiders to earn profits from trading in that company’s stock. If they believe (as the top management often states in public) that markets undervalue their stock, they would still be able to purchase the shares. The only requirement added by IT laws is that they should not be able to beat the market by using information only available to them.

4. Research evidence

Due to problems with IT data identified above empirical findings are not as conclusive as we would like. At the same time some intuitively sound results have been reported. Beny (1999) identifies the concentration of share ownership as a consequence of IT. In a study of international markets she finds that countries with tougher regulations of IT have on average lower concentration of ownership. The explanation of the result lies in the agency costs theory. Given the information asymmetry between insiders of the company and shareholders, a great deal of monitoring has to be undertaken, which can only be achieved by large investors. Smaller investors cannot undertake this function because they (a) lack the necessary resources, and (b) lack the incentives to monitor, given the cost-benefit trade-off. The paper also confirms that weaker IT regimes have, on average, lower liquidity in the market. 

This result is reinforced by a theoretical model in Huddart et al (1999), who find that in order to attract liquidity to their markets, in the presence of risk-averse investors, exchanges will engage in the “race for the top” by increasing disclosure requirements, which will reduce transaction costs. In a related paper Huddart et al (2000) derive a model, which highlights the importance of post trade disclosure provisions in combating IT. Disclosure in these circumstances reduces insider profits and accelerates price discovery, thereby increasing the efficiency of the market. This finding is important for the current debate regarding the timeframe for disclosure, which will be examined later. 

A more direct link between IT laws and real economic activity was established in an important recent study of 103 countries
. It found that enforcement of IT laws, but not their mere presence, has a significant effect on the cost of capital for companies reducing the cost of equity by five per cent. At the same time, Bris (2000) found that the first enforcement of IT laws actually increased profits to insiders. The explanation for such a finding could be that enforcement sends a signal to the markets, that IT will be reduced in that market, which increases uninformed investor confidence and allows informed investors to reap greater rewards. Given the increased risk of prosecution for IT such findings are consistent with high-risk high-reward theory of finance.

Finally, Du and Wei (2002) found that more rampant IT is associated with more volatile stock markets, even after accounting for liquidity and maturity of the market. The volatility of the market makes investment in shares more risky, thereby diverting flows of capital into more stable assets such as debt securities. 

5. Australian markets and aims for regulation

In examining the impact of IT laws and their enforcement it is vital to keep in mind both the short and medium to long-term consequences of IT laws and their reforms. Thus, to argue that IT assists in efficiency is a shortsighted approach to a complex issue.

IT is present in Australian market. The evidence of that can be found in research literature, for example Brown and Foo (1998), from successful prosecutions and from public comments, such as those made during the current HIH Royal Commission
. In Australia a high proportion of population has invested in the stockmarket, often through superannuation, but also directly, due to a high number of large privatization offerings
. Such investors are referred to as the “moms and dads” and their level of sophistication is lower than of institutional investors. As was argued above such investors may accept losses of accidental nature and still retain confidence in the market, but are likely to withdraw from the market activity if they feel that IT is rampant. Thus, laws and their enforcement must address the perception as well as the substance of IT.

Currently, we have an interesting dichotomy, whereby the laws appear very broad, but the number of prosecutions remains low. However, it can be expected that under the new regime this picture will change.

Up to now the primary approach for alleged incidents of IT was to pursue criminal action against the accused. This presented serious problems because of the difficulty in explaining to the jury the details of IT and also because often only circumstantial evidence is available, thus requiring the jury to infer intent and to do so beyond a reasonable doubt. The technicality of the process would routinely extend the proceedings well into months and provide ample grounds for appeals
. The drawn out nature of the proceedings and the lack of public success would lead a casual observer to the conclusion that the battle against IT is not going too well. It would also not be an effective deterrent against IT because of the disparity between the potential benefits of IT and chances of successful prosecution.

With the current regime in place, it is likely that the primary weapon against IT would become the financial services civil penalty provisions under s 1317HA
. It would be much easier to prove because of the balance of probabilities test being employed to find guilt, assisted by more relaxed evidentiary requirements for a civil trial. This should lead to more instances of successful actions for IT. 

Furthermore, it is likely that the primary focus of regulators would be on “classical” insiders, namely the officers of the company or those, who obtain information from them. Thus, provided a conviction for IT was obtained, it would then make it easier to find such persons in breach of their duties (ss181-183) and consequently disqualified, based on a declaration under s1317E and disqualification pursuant to s206C 
. 

The continuing availability of criminal sanctions should, in my opinion, remain as an important, albeit a rarely used component of the IT regime. If most of the cases are dealt with under the civil penalties provisions, then criminal actions can be used for “clear cut” cases, where significant evidence of IT, such as documentary evidence or admissions exist, as is the case with Rodney Adler.

In this context it is important to keep in mind the role of different disclosure provisions in Australia. The continuous disclosure (CD) provided for in Chapter 6CA and the ASX Listing Rules demand prompt release of significant information into the public arena, and the breach of the requirement leads to civil penalties. Some argue that the aims of CD and prohibition of IT are inconsistent
, as CD is aimed at achieving efficiency and IT may produce the same result (see section 2 above). This argument fails to recognise that in the case of CD the efficiency is achieved as a result of equal access to the promptly released information, whereas in the case of IT it comes about because one group of investors takes advantage of another.

CD provides a good setting in a battle against classical insiders. They are most likely to be in a position to control the timing and the release of information to the market and thus have the best opportunity for IT. The sanctions under CD would force the potential inside information to be released more quickly, thus reducing the “window” within which IT can occur as well as inducing the famed market efficiency benefits, but without the recourse to IT. 

The other important aspect of disclosure is the disclosure of trades by company directors to the ASX. The need for such disclosure was brought out in the Huddart et al (2000), where they derived a model, which showed that such disclosure will reduce the profits to insiders, whilst improving the efficiency of the market (see above). Thus, in my opinion, the proposed shortening of the disclosure period to 2 days and the expansion of the coverage to senior managers are warranted
. The public will benefit from having access to such information and the opportunities for IT would be reduced. I would further add a requirement for officers to make an annual declaration at the end of the financial year indicating the extent of their trading activity during the year and whether all of it was promptly disclosed at the time.

6. Conclusion

Although some continue to argue in favour of a weaker IT regime, arguments to that effect do not seem convincing. Generally, the benefits of IT through greater efficiency only exist when a short-term view is taken of the IT’s impact. In the long-term, the presence of IT will reduce liquidity and drive some investors away from the stockmarket, which will in turn increase costs of raising capital for companies. IT laws form a vital combination with the disclosure regime in Australia in ensuring that all investors have a fair chance in the market to derive profits based on their degree of skill. IT is a crime and effective measures against it based on a combination of civil penalties and selective criminal investigations should reduce incidents of IT whilst improving investor confidence.
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� There are very few sources of IT data. A lot of research is done by examining the trades of directors, which are revealed post factum pursuant to disclosure requirements. As insiders are forced to disclose their trades it is unlikely that it will contain too many questionable transactions, thus this data is known as “legal IT”. Furthermore, these transactions often take place during company instilled trading windows and thus are unrelated to any contemporary inside information. The IT legislation attempts to target illegal IT, which is based on misuse of inside information, however the very illegality of such conduct makes data collection almost impossible. The other type of data used is “inferred”, that is looking at, for example, abnormal volumes of trades. Such measures are very broad and may include trades by those, privy to inside information and those without it.


� This includes the period immediately surrounding the trade based on inside information. 


� Also see H. Manne (1966)


� Another argument made by the authors is that countries like Germany and Japan have managed to develop very broad financial markets without having or enforcing IT laws. This argument, once again, is flawed due to the different nature of the markets. German and Japanese markets are considered to be bank-based, which means that the banks perform a great deal of monitoring functions. On the other hand, Australia, UK and US are examples of the market-based systems, where a much more diversified body of shareholders exists, which lacks adequate resources to monitor the management effectively.


� Personally I am sure that if Australian business lost the entrepreneurial skills of Brad Cooper and Rodney Adler, the economy would survive this shock.


� The breadth of the market is often measured by the market value of listed companies, value of bonds on issue or the value of assets of financial industry. The depth of the market is measured by turnover, number of issues or number of participants.


� So if the news arises, that should reduce the price by $0.10 per share, investors would discount the stock after the release of the information by a further $0.10, regardless of what has happened prior to the release.


� Cornel and Sirri (1992) find that IT can increase liquidity in the market. However such conclusion is only valid if uninformed investors are unaware of their increased presence.


� Loss, “Securities regulation”, 1998, at pp 845


� Bhattacharya and Daouk (2002)


� In particular the evidence of Brad Cooper against Rodney Adler on 14 October 2002, on the fact that he was tipped by Mr Adler to short-sell HIH shares before a major announcement: “…I was aware that when he tipped me on the stock that I was to make a profit and let's not plead naivety here…” and that Mr Adler has warned him on 13 October 2002 that “…I was foolish and ... insider trading charges were impossible to prove almost…” 


� The figures provided by the ASX indicate that in 2000 52% of adults were shareholders of whom 40% were direct shareholders. Many became shareholders as a result of demutualization of the NRMA. 


� So far the biggest success came with the jailing of former Macquarie banker Simon Hannes but only after a retrial was ordered (Regina v Hannes [2000] NSWCCA 503). ASIC also had convictions entered over the trading in Australis Media, where a public consultant of the company was jailed (R v Williams (unreported, District Court, NSW, 4 October 1996)). Another case involved an officer of ASIC’s predecessor, the National Companies and Securities Commission (R v Cribbs (unreported, County Court, Vic., 2 September 1991)).


� All references to the section refer to the Corporations Act 2001, unless noted otherwise.


� However in my opinion it would be better to include disqualification orders into the range of penalties available for IT directly because of the seriousness of the offence and the need for deterrence.


� Brown and Foo (1998)


� The proposals are contained in CAMAC September 2002 Insider Trading Proposals Paper
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